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WARNING
RISK OF ELECTRICAL SHOCK

DO NOT OPEN

WARNING: TO REDUCE THE RISK OF ELECTRIC SHOCK, DO NOT 
REMOVE COVER. NO USER SERVICEABLE PARTS INSIDE.

REFER SERVICING TO QUALIFIED SERVICE PERSONNEL.

The exclamation point within an equilateral triangle is intended to  
alert the user to the presence of important operating and  
maintenance (servicing) instructions in the literature accompanying 
the appliance.

The lightning flash with arrowhead symbol, within an equilateral  
triangle, is intended to alert the user to the presence of uninsulated 
“dangerous voltage” within the product’s enclosure that may be of  
sufficient magnitude to constitute a risk of electric shock.

WARNING: TO PREVENT FIRE OR SHOCK 
HAZARD DO NOT EXPOSE THIS UNIT TO RAIN 
OR MOISTURE.

In addition to the careful attention devoted to quality standards in  
the manufacturing process of your product, safety is a major factor in 
the design of every instrument. However, safety is your responsibility  
too. This section lists important information that will help to ensure  
your enjoyment and proper use of the product and accessory  
equipment. Please read them carefully before operating and using  
your product.

IMPORTANT SAFEGUARDS



GENERAL PRECAUTIONS

All warnings and instructions in this manual should be followed.

Remove the plug from the outlet before cleaning. Do not use 
liquid aerosol detergents. Use a water-dampened cloth for  
cleaning.

Do not use this product in humid or wet places.

Keep enough space around the product for ventilation. Slots and 

openings in the storage cabinet should not be blocked.

It is highly recommended to connect the product to a surge 

protector to protect from damage caused by electrical surges. It 
is also recommended to connect the product to an  
uninterruptible power supply (UPS), which has an internal  
battery that will keep the product running in the event of a  
power outage.



Read and Follow Instructions - All the safety and operating 
instructions should be read before the product is set up and used. 
Follow all operating instructions.

Retain Instructions - These safety and operating instructions 
should be retained for future reference.

Heed Warnings - Comply with all warnings on the product and in 
the operating instructions.

Power Sources - This product should be operated only from the 
type of power source indicated on the marking label. If you are 
not sure of the type of power supplied to your location, consult 
your video dealer or local power company. For products intended 
to operate from battery power or other sources, refer to the 
operating instructions.

Overloading - Do not overload wall outlets or extension cords as 
this can result in the risk of fire or electric shock. Overloaded AC 
outlets, extension cords, frayed power cords, damaged or cracked 
wire insulation, and broken plugs are dangerous. They may result 
in a shock or fire hazard. Periodically examine the cord, and if its 
appearance indicates damage or deteriorated insulation, have it 
replaced by your service technician.

Power-Cord Protection - Power supply cords should be routed 
so that they are not likely to be walked on or pinched by items 
placed upon or against them. Pay particular attention to cords at 
plugs, convenience receptacles, and the point where they exit 
from the product.

Surge Protectors - It is highly recommended that the product be 
connected to a surge protector. Doing so will protect the product 
from damage caused by power surges.

Uninterruptible Power Supplies (UPS) - As this product is 
designed for continuous, 24/7 operation, it is recommended that 
you connect the product to an uninterruptible power supply. An 
uninterruptible power supply has an internal battery that will 
keep the product running in the event of a power outage.

Ventilation - Slots and openings in the case are provided for 
ventilation to ensure reliable operation of the product and to 
protect it from overheating. These openings must not be blocked 
or covered. The openings should never be blocked by placing the 
product on a bed, sofa, rug, or other similar surface. This product 
should never be placed near or over a radiator or heat register. 
This product should not be placed in a

INSTRUCTIONS



built-in  installation  such  as  a  bookcase  or  rack  unless  proper  
ventilation  is  provided  and the  product  manufacturer’s  
instructions have been followed.

10. Water and Moisture - Do not use this product near water - for
example, near a bath tub, wash bowl, kitchen sink or laundry tub,

in a in a wet basement, near a swimming pool, etc.
11. Heat - The product should be situated away from heat sources

such as radiators, heat registers, stoves, or other products 
(including amplifiers) that produce heat.

12. Accessories - Do not place this product on an unstable cart,
stand, tripod, or table. The product may fall, causing serious
damage to the product. Use this product only with a cart, stand,
tripod, bracket, or table recommended by the manufacturer or
sold with the product. Any mounting of the product should
follow the manufacturer’s instructions and use a mounting
accessory recommended by the manufacturer.

13. Camera Extension Cables - Check the rating of your extension
cable(s) to verify compliance with your local authority regulations

prioprior to installation.
14. Mounting - The cameras provided with this system should be

mounted only as instructed in this guide or the instructions that
came with your cameras, using the provided mounting brackets.

15. Camera Installation - Cameras are not intended for submersion
in water. Not all cameras can be installed outdoors. Check your
camera environmental rating to confirm if they can be installed
outdoors. When installing cameras outdoors, installation in a
sheltered area is required.

SERVICE
1. Servicing - Do not attempt to service this product yourself, as opening
opeor removing covers may expose you to dangerous

voltage or other hazards. Refer all servicing to qualified service personnel. 
2. Conditions Requiring Service - Unplug this product from the

wall outlet and refer servicing to qualified service personnel
under the following conditions:

• When the power supply cord or plug is damaged.
• If liquid has been spilled or objects have fallen into the product.

• If the product has been exposed to rain or water.
• If the product has been dropped or the cabinet has been damaged.



• If the product does not operate normally by following the
operating instructions. Adjust only those controls that are
covered by the operating instructions. Improper
adjustment of other controls may result in damage and
will often require extensive work by a qualified technician
to restore the product to its nor mal operation.

• When the product exhibits a distinct change in
performance. This indicates a need for service.

3. Replacement Parts - When replacement parts are required,
have the service technician verify that the replacements used
have the same safety characteristics as the original parts. Use of
replacements specified by the product manufacturer can
prevent fire, electric shock, or other hazards.

4. Safety Check - Upon completion of any service or repairs to this
product, ask the service technician to perform safety checks
recommended by the manufacturer to determine that the
product is in safe operating condition.

USE
Cleaning - Unplug the product from the wall outlet before
cleaning. Do not use liq uid cleaners or aerosol cleaners. Use a damp cloth 
for cleaning.

Product and Cart Combination - When product is installed on a 
cart, product and cart combination should be moved with care. 
Quick stops, excessive force, and uneven surfaces may cause the 
product and cart combination to overturn.

Object and Liquid Entry - Never push objects of any kind into 
this product through openings as they may touch dangerous 
voltage points or “short-out” parts that could result in a fire or 
electric shock. Never spill liquid of any kind on the product.

Lightning - For added protection of this product during a 
lightning storm, or when it is left unattended and unused for 
long periods of time, unplug it from the wall outlet and 
disconnect the antenna or cable system. This will prevent 
damage to the product due to lightning and power line surges.
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1. NVR Introduction

Device Overview

Guardian App Cam 4K NVR Series 

Uniden has 16-channel App Cam 4KNVR16 and 8-channel App Cam 4KNVR8. Add 
cameras to the PoE NVR, you are able to customize your own security systems. 
Uniden PoE IP security camera systems feature plug and play, 12MP,4K Ultra HD, or 
5MP/4MP, which are easy to set up and simple to use, for DIY enthusiasts and 
beginners. Features of our NVR video system also include excellent night vision, 
24/7 continuous recording, local & remote access, and more.

App Cam 4KNVR8

Power Switch eSATA RJ45

Power lnput

Audio Out

USB Port

HDMI Port

VGA Port Network
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App Cam 4KNVR8 (8MP)

App Cam 4KNVR16 

Power Switch eSATA RJ45

Power lnput

Audio Out

USB Port

HDMI Port

VGA Port Network

Power Switch

HDMI Port

eSATA

RJ45

Power lnput

Audio Out

USB Port

VGA Port

Network
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Light Status

LED Status NVR Status

Power LED Solid Green NVR is powered on.

Power LED off NVR is powered off.

HDD LED off No HDD is detected.

HDD LED Solid Red HDD is detected but not recording.

HDD LED Blinking Red NVR is recording to HDD.

NVR Kit

The PoE NVR Kit or PoE security camera system, is a set of cameras with an
8-channel or 16-channel NVR which saves the trouble to choose each camera
separately. And the NVR kit is plug and play, making it super easy to set up.
For the details, please refer to the package contents while purchasing the product.

USB Port Power LED/HDD LED Control Panel
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NVR Supportability and Hardware Versions

NVR Model
Hardware 

Version

Supported
Camera 

Resolution

Person/
Vehicle 

Detection

Max Single
HDD

Capacity
Interface

4KNVR16

H3MB18
4mp/5mp/8mp/

12mp
Y 6TB New UI

H3MB02 4mp/5mp N 4TB old

H3MB06 4mp/5mp N 4TB old

4KNVR8

N3MB01
4mp/5mp/8mp/

12mp
Y 6TB New UI

H3MB18
4mp/5mp/8mp/

12mp
Y (with latest

firmware)
6TB New UI

N2MB02
4mp/5mp/8mp/

12mp
Y 6TB New UI

H3MB02 4mp/5mp N 4TB old

4KNVR8-E H3MB16 4mp/5mp/8mp N 4TB old

2. Setup and Installation

Set up the NVR

Connect and Power the NVR

1. Connect the NVR’s LAN port to router by Ethernet cable, and connect the mouse
to the USB port of the NVR.
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2. Connect the NVR to a monitor with HDMI or VGA cable.

3. Connect the PoE camera to PoE port of the NVR. Or if you want to use a WiFi
camera, please connect the camera to the WiFi of the same router as NVR.

4. Connect the power adapter to the NVR, and switch on the NVR.

DC Power Reset Button

Network (LAN)
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Set up the NVR on the Monitor
Please power on the NVR and connect it to a monitor by VGA or HDMI cable. After  
the NVR is powered on, wait a few seconds it’ll show a setup wizard on the monitor.  
Follow the setup wizard to set up the NVR system.
1. : Set up the NVR , Screen Resolution, Date Format, Time
Format and DST. Click Next.

2. Login: Set up the NVR account password. If you check “Require Password
Login When Unlocking Screen”, the NVR will automatically lock the screen and
ask for the password when you want to operate the system.
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3. Password Security: Set a password security question and answer. In the case
the NVR password is forgotten, you can retrieve the password via this password
security question.
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4. Device Info: Set a name for the NVR, and click Format to format the HDD.

5. Network: Suggest to keep Network access as DHCP and DNS as Auto.
It’ll obtain the network connection from a router automatically, when the
NVR is connected to the router with an Ethernet cable.
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Install the NVR and Camera

NVR is suggested to directly placed on a table, while for the camera you are able to
find installation guides and tips on the camera’s user manual.

3. Use Your System

Live View

Introduce Icons on the Live View Page
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Icon Meaning

Playback: Replay the recording of the camera

Record: Click to manually start/stop recording

Clip: Crop to partially enlarge parts of the live image

PTZ: Control the camera’s pan, tilt and zoom

Audio: Turn on the audio for live viewing

Image Settings: Click to change the camera’s image settings

Live View: Click to turn on/off live view of the camera

Spotlight: Click to turn on/off spotlight of the camera

Siren: Click to manually trigger siren of the camera

Settings: Click to enter the camera’s settings menu

Icons at the Bottom of the Live View Page

Right-click on the live image screen to display a list of icons at the bottom of the
screen.



  

Icon Meaning

Last: Click to show the previous screen of camera’s live image

Next: Click to show the next screen of camera’s live image

Scrollview: Click to start scrolling the live image screen automatically

Display Mode: Choose to view one camera or multiple cameras

Playback: Click to enter the playback page

Back up: Click to enter the backup page

Settings: Click to enter the NVR settings menu

Lock Screen: Click to lock screen, which can set up to require the
password to unlock

Change the Place of the Camera Live View

Manually drag the camera to a blank channel to change the position of the 
camera’s live image on the monitor screen.

Use Multiple View
Click to choose options from 1, 4, 8, 9, 16 split-screen views. Note for 8-channel 
NVR there’s only options for 1, 4 or 8 split-screen views.

Use PTZ
Click to bring up the PTZ control panel of the camera. Click the arrow in 
different direction to pan or tilt the camera.
Click +- on Zoom to zoom in or zoom out the image, and click +- on Focus to 
manually adjust the focus of the camera.

12
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Change the Live View Resolution

Click to   enter the settings menu of the camera. Click Stream , here you can 
change the Resolution for the Main Stream. Then the live view resolution will be 
changed accordingly.

Set up Lock Screen

Right click on live image screen to display the icons on the bottom. Click to
manually lock the screen.
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You can set to require a password when unlock the screen to protect the NVR 
system. Or you can set the NVR to automatically lock the screen and then requires 
a password to unlock. It can be set up at NVR Settings > System > General  page.

Camera Settings

Stream

Go to Settings > Camera > Stream, here you can change the resolution, frame rate 
and bit rate of the camera. Set up a higher resolution provides a better image 
quality, but also requires a much higher network bandwidth and uses up more 
storage space while recording.

Display
Go to Settings > Camera > Display here you can set up the Camera Name, Time 
Stamp, Watermark, Flip and Mirror etc.

Disable Preview: Turn on or off live view of the camera.
Camera Name: Set a name for the camera.
Time Stamp: Set the position of the Time Stamp, you can choose from Top Left, 
Top Right, Bottom Left and Bottom Right.

atermark: Turn on or off the Uniden Logo on the live view.
Flip Display:Turn the camera’s image upside down when enable this option.
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Screen Mirroring: Mirror the camera’s image when enable this option. 
Image Setting : Click Image Settings, here you can adjust the 
Brightness, Contrast, Saturation and Sharpness of the camera’s image.

Click Advanced, you can set up image settings below.
Anti-Flicker: Choose from Off, 50Hz, 60Hz, or Other.
Day/Night: Set the Day/Night mode of the camera from Auto, Color, Black & 
White or Off.
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Privacy Mask Settings
You can set the privacy zone to block parts of the live image to protect your privacy. 
After setup, the privacy zone will be blocked in both live view and recordings. 
Click Privacy Mask Settings , use your mouse to drag up to 4 zones. Then click 
Apply to save the change.

Audio and Light

Go to Camera > Audio and Light, here you can set up camera’s audio, status LED, 
infrared light and spotlight.

Record Audio: For cameras with built-in microphone, click to enable this option. 
Then it will save recordings with audio and also allow to preview with audio.
Status LED :  For cameras with status LED, click to disable this option, then the 
camera’s status LED will be off.
Infrared Lights: Choose from Auto or Off. Usually suggest you to keep it as Auto.
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Volume: For cameras that support adjusting volume, you can also drag the volume 
bard to adjust the volume of the camera’s speaker.
Spotlight: For cameras with built-in spotlight, you can turn On/Off. 
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More Info

Go to Camera and click More Info.

Here you can check the Hw No (Hardware number) of the camera and FW Version 
(firmware version).
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4.Surveillance

Set up Motion Detection

Go to Camera > Detection , here you can set up the motion detection 
(MD) sensitivity and detection area.

Click Add Time Period to set a time period with a sensitivity, you can set a 
maximum of 4 different sensitivity time periods.

Click Detection Area, you can draw the areas where you don’t want to detect the 
motion. Click Apply to save your detection area settings.
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Set up Motion Recording

Please set up the motion detection first, then go to Surveillance > Record to 
enable the motion recording.

Click Settings under Record option.
Enable Overwrite, it’ll automatically overwrite the previous recordings when the 
HDD is full. Choose if to enable Start to record before a motion event is detected 
according to your need.

Set the Extended recording time after a motion event ends from 1 min, 2 min, 5 
min, or 10 min.
Set the Pack Duration from 30 min, 45 min, or 60 min. The package duration is the 
maximum lengthen of a recording file.
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Click Daily Schedule, choose the camera you want to set up. Click Alarm , here you 
can set up a schedule when you’d like the camera to record on motion. If you need 
to set different schedules for each camera, please choose the cameras to set them 
up one by one. Or if you want to set up the same schedule for all cameras, you can 
click Applies to Other Cameras to directly copy current camera’s settings to 
others.

For cameras with person/vehicle detection, you can also choose the Alarm 
type from Any Motion, Person or Vehicle.
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Set up Continuous Recording
Please set up the recording settings first, then go to Surveillance > Record > Daily 
Schedule choose the camera you want to set up. Click Timer, here you can set up 
a schedule for when you’d like the continuous recording to work.
If you keep all schedule disabled, then it’ll not save any continuous recordings.

Note:
You can save both motion-triggered recordings and continuous recordings 
simultaneously by setting up their own Alarm or Timer schedule.

Set up Motion Alerts

Alarm Email

Alarm email allows the camera to send an email with plain text, camera’s live 
image or video when the camera detects a motion.

Set up Alarm Email

Go to Surveillance > Email  Alerts , click to enable email alert.
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Click Settings under Email  Alerts , here you can set up the email parameters as 
below.

Server Type: Choose from Gmail, Yahoo, Outlook or choose Other and manually the 
SMTP server.
Port: The SMTP port of your email.
Nickname: Set a sender name for your NVR.
Sender: Your email address for sending the alarm emails.
Password : The password of your email, for Gmail and Yahoo it’s suggested to use 
the generated App password instead.
Recipient: Set the receiver email address. You can add up to 3 recipients.
Content: Set up what content you want the alarm emails to send. Choose from
Image, Image Only, Video or Text.
Interval: Set the interval you want the alarm email to be sent. Choose from  Secs , 
 Min,  Mins ,  Mins or  Mins. For example, set the interval at 1 minute. The 

camera detects two motions within 1 minute, it’ll still only send one alarm email.
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After finishing the settings, please click Apply to save the settings. Then click Test 
If Setup Succeeded to see if the email test is successful.

Set up Email Schedule
Click Daily Schedule under Email  Alerts . Select a camera, and then set a 
schedule when you want the email alerts to work. For cameras with person/vehicle 
detection you can also choose the Alarm type from Any Motion, Person or 
Vehicle.
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Set up Exception Alert Emails
Click Exception under Email  Alerts , you can set to send an alert email when 
the HDD is full or there’s an HDD error.

Buzzer

You can set up the NVR to make an alert beep sound when a motion is detected. 
Go to Surveillance > Buzzer,  click to enable buzzer.
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Click Daily Schedule under Buzzer Select a camera, and then set a schedule when 
you want the buzzer to work. For cameras with person/vehicle detection you can 
also choose the Alarm type from Any Motion, Person or Vehicle. 

Check the option NVR buzzer will go off when camera disconnect from network, 
it’ll also make a beep sound when the camera is disconnected.

Click Exception under Buzzer, here you can choose which exception the NVR will 
buzzer. Choose from options Full HDD, HDD Error, Disconnected Network or IP 
Conflict.
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On-Screen Warning

Go to Surveillance > On-Screen Warning to enable this option.

Then click Exception under On-Screen Warning. Choose which exception to 
trigger the on-screen warnings from options Full HDD, HDD Error, Disconnected 
Network or IP Conflict. 
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Set up FTP

With FTP settings, you can set up the NVR to upload images or videos to the FTP 
server as scheduled or when motion is detected.

Go to Surveillance > FTP, click to enable this option.

 

Click Settings under FTP, here you can set up the below parameters of FTP.
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Server Address: Enter the domain name or IP address of your FTP server.
Port: Enter the port of your FTP server. The default port is 21.
Username: Enter the username of the FTP server, please make sure to use a user 
account with read & write access to the FTP server.
Password : Enter the password of your FTP server user account.
Remote Path: Enter the path on the FTP server where you want the NVR to upload 
videos or images. Please use a path that already exist.
File Size: Set the maximum size of the file from 10~1024MB.
Subfolder by Date: Enable this option, it’ll upload the video and images to 
different folders according to the date.
Content : Choose from Clear, Fluent, Standard or Image Only. Clear, fluent and 
standard modes refer to the quality of the video.
Transmission Mode: Choose from Auto, PORT or PASV. It’s suggested to keep it as 
Auto.
Postpone: Set the length of the recordings uploaded to the FTP server. Choose 
from  Secs, 30 Secs, 1 Min, 5 MIns, 10 Mins and 30 MIns. 

After finishing the settings, please click Apply to save the settings. Click Test If 
Setup Succeeded to test if the FTP settings are successful.
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5. Replay and Download Recordings

Replay Recordings 

Click icon on the live image screen to enter the playback page.

Click to select max 4 cameras, then click Apply.

Note:
If you choose a camera that is 8MP or above, it can only support one channel 
playback. For cameras that are less than 8MP, it can support up to 4 channel 
playbacks.
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At Select Date, click on the date it’ll search the recordings automatically to play.

Check option Alarm Only, it’ll only show the alarm recordings for playback. For 
cameras with person/vehicle detection you can also choose the Alarm type from 
Any Motion, Person or Vehicle.
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Buttons on the Playback Window

Icon Meaning

Speed Down: Play the recording at a slow speed to view more details.

Frame-by-Frame: Play the recording frame by frame, not to miss any
details.

Smart Playback: Replay the recording at a normal speed when there’s
motion and replay at 4x speed when there’s no motion.

Backward: Click to rewind at 2x/4x/8x/16x speed.

Forward: Click to fast forward at 2x/4x/8x/16x speed.

Pause: Click to pause playback.

Play: Click to play the recording.

Sound: Click to turn on sound for playback.

Cut: Cut a short clip for downloading.
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Download Recordings

Cut and Download

Connect a USB drive to the USB port of the NVR for downloading the recordings. 
Click icon on the live image screen to enter the playback page. Select the 
camera and date to search the recordings to play back.
At the bottom of playback page, click to cut a clip of recording. Drag on the 
timeline to set the start time and end time for the cut. Then click Save.

Choose the storage disk to save the cut recording clip. Check the option Back Up 
MP4 File, it’ll convert the recording into mp4 for saving. And then Click Start.
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Back up Recordings

Right click on the live image screen, then click to enter the backup page.

Choose the cameras you want to search recordings for. Choose Video Type from 
Manual, Alarm or Timer. Then select the start and end time, click Search.
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Select the recordings from the searched recording list, then click Backup .

Choose the storage disk to save the cut recording clip. Check the option Back up 
MP4 File, it’ll convert the recording into mp4 for saving. And then Click Start.

Delete Recordings

The NVR system doesn’t support deleting selected recordings. The NVR will
automatically delete and overwrite the older recordings when the HDD is full. Or
you can manually format the HDD to delete all recordings.
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6. Storage
Go to Storage page, here you can see the status of the HDD. Click Format, it’ll 
delete all the recordings on the HDD to for formatting.

7. Network and Connection

View NVR Network Status

Click Network > Network Status , here you can view the IP address , 
Default Gateway and DNS of the NVR.
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Set Static IP for the NVR
Click Network > General, here change Network Access from DHCP to Static. Then 
enter the IP address , Subnet Mask, Default Gateway, DNS Server manually, 
and click Apply to save the settings.

Set up DDNS

Click Network > Advanced, then click DDNS Settings .
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Register an No-IP or DynDNS DDNS first, then enable DDNS to enter the 
parameters. Click Apply to save the settings.

Set up NTP Settings

Click Network > Advanced, then click NTP Setting .
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Choose a Server Type to change the NTP settings. Click Synchronize   tp sync the NVR 
data and time to the NTP server immediately. Click Apply   to save the settings.

To customize the NTP server, under Server Type please choose Other. Then you 
can manually enter the parameters of your own server.
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Set up IP Filter Settings

Click Network > Advanced, then click IP Filter Settings .

Choose Enable White List or Enable Black List, then click on Add IP. Manually enter 
the IP address you want to allow or block access, then click OK to save the 
change.
Choose option Disable to turn off the IP filter settings.
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Change the Port Settings of NVR

Click Network > Advanced, then click Port Settings .

Here you can view the current ports of the NVR and change the port numbers.
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Enable UPNP

Go to Network > Advanced, click to enable UPNP option.
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8. System Management

General

At System > General  page, you can set up the settings below.
Device Name: Set a name for the NVR.
Screen Resolution: Set a display resolution on the NVR monitor.
Scrollview Time: Set a time for the scrollview. For example, set it as 5 sec, then it’ll 
automatically switch to the next screen of the camera’s live image after every 5 
seconds.
Auto Lock Time: Set the time for locking the screen automatically, choose the 
option from  min,  min,  min or None. Choose None, the NVR will not 
automatically lock the screen. Check the option “Require account and 
password verification to unlock screen”, then it’ll ask for the NVR password at 
the set time to unlock the screen.
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Time and Language

Go to System > Time and Language page, enable DST you can set the 
daylight saving time according to your need.

And click Language to choose the display language for the NVR.
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Account Center

Go to System > Account Center page, here you can change the password of 
the NVR and add other user accounts.

Click to change the password of the current account. Firstly, enter the old 
password, then enter the new password and confirm the new password, click OK 
to save the change.
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Click Password Protection Settings , you can set a security question with 
answer to protect your password. In the case you lost the login password, you can 
retrieve the password via the security question.

Click Add Account, enter the Username and Password. Choose account Type 
from General Account or Admin, then click OK to add the account.

The difference of different user accounts as below:
General Account: can view and operate camera but cannot set related
parameters.
Admin Account: can view and operate camera, set related parameters but
cannot add/remove super admin account.
Super Account: can view and operate camera, set related parameters, and edit
other accounts.
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Click to delete an account, and click to change the password of the selected
account.

Maintenance

Go to System > Maintenance page, here you can set up auto reboot, upgrade 
the device or restore the system to default.
Click to enable Auto Reboot, you can set the NVR to automatically reboot at a 
weekly or daily base.
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Upgrade the Firmware

Before upgrade, please download the firmware file from Download Center. Unzip it 
and copy the file to a USB drive, then plug the USB drive to the USB port of the 
NVR.

To upgrade the firmware for NVR, please click Upgrade. Choose the firmware file 
to upgrade.

To upgrade the firmware for Camera, please click Upgrade IPC. Click Local 
Upgrade and choose the firmware file to upgrade.

Attention for firmware upgrade:

If you don't want to restore your camera settings to factory status, please
uncheck the "Update Configuration Fi les " option during the upgrade.

During the upgrading procedure, please do not power off the camera.
Make sure your camera or NVR has the same model and hardware version that
matches the new firmware you’re able to upload.

Info

Go to System > Info page, here you can see the model of the NVR, its 
hardware version and firmware version, the UID numbers.
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9. FAQs and Troubleshooting

FAQs

1. How many cameras can I connect to this NVR?
A: For 4KNVR8, you can connect up to 8 cameras. For 4KNVR16, you can connect
up to 16 cameras.

2. What to do if I lost login password of the NVR?
A: Login password of NVR can be restored by pressing a hard reset button or

restored via Uniden software. If the camera isn’t accessible by software, you can
also use security password on the monitor to retrieve the password.

3. Can I connect the NVR to two monitors at the same time?
A: The NVR can plug into up to two monitors via the HDMI and VGA ports. It will
display all the cameras connected to the NVR on each monitor simultaneously.

4. How to connect the NVR to a router?
A: The NVR can be connected to a router only via the Ethernet cable.

5. What's the max Ethernet cable length between the camera and NVR?
A: The Ethernet cables for all PoE ports of the NVR is up to 270 feet for Cat5. If you
use Cat6 or upper, the Ethernet cables can be up to 330 feet. Note, NVR can use
CAT5, CAT6 or CAT7 with 8 PIN Ethernet cable.

6. Which camera models are supported to work with the NVR?
A: Except Uniden battery-powered cameras, all other cameras can work with the
Uniden PoE NVR. Note to use the cameras with same or lower resolution as the
NVR itself.

7. Can this NVR work with Smart Home?
A: The NVR system or camera connected to the NVR directly doesn't support
working with Smart Home.

8. Can I use the camera without directly connecting to the NVR?
A: Yes, Uniden cameras can be connected to a router or PoE switch that is as the
same local network as the NVR, and you can still add the cameras to NVR to use.

9. Can I connect a Wi-Fi camera to the PoE NVR?
A: Yes, connect the Wi-Fi camera to the same router as the PoE NVR, then the
camera can be added to the NVR.

10. Can I use the NVR system without internet access?
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A: Yes, the NVR can be used locally with the monitor. Only that the functions that 
require internet network access won’t work anymore.

Troubleshooting

. Camera shows video loss/connection failed on the NVR monitor.
The camera is connected to the NVR, but on the monitor screen the camera 
doesn’t display the live video but shows as video loss or connection failed. Please 
check troubleshooting steps below to fix the issue.

Cause 1. Incorrect camera password.
Solution:
Log into the NVR and go to Menu -> IP Channel or Channel Management to check 
the Status of the channel with Video Loss. For older UI, If it shows Invalid PWD, 
please drag the bar in the bottom to the right to enter the correct password of 
your camera, then click Apply to save the change. For new UI, please click Modify 
to directly enter the correct password of the camera.
In the case you forgot the camera’s password, please directly press the reset 
button on the camera to hard reset it.

Cause 2 .  The camera is not properly connected to the NVR.
Solution:
(1) Please check whether the network cable is plugged into the RJ45 port tightly.
(2) If the connection is tightened, please observe the port LED lights.
When the connection is normal, there must be flashing yellow light and solid
green light.
If the port LED lights don't turn on, please change another working network cable
and another working PoE port to connect the camera to the NVR, then check
whether the port LED lights will turn on.

If the green light turns on but the yellow light doesn't flash, please scan the IP 
channel again to check whether there is a camera scanned but failed to connect to 
NVR. If there is no scanned camera, please check whether the camera can work 
again.

Cause 3 .  The camera is not powered by the NVR.
Solution:
Please check the solution for “Camera cannot be powered properly by the NVR”.

Cause 4. The camera is not assigned the Channel.
Solution:
This is mainly for PoE NVR with older UI. Please select a unique channel number 
for the camera, and then click Apply. If all channels are taken, please change the
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offline camera’s channel to None then assign that channel to the camera.

Cause 5. The NVR itself isn’t working properly.
Solution:
If the camera is powered on and has connected to NVR properly but still cannot 
show live video, please restore the NVR to default to check again.

 Camera cannot be powered properly by the NVR. 
For PoE cameras that are connected directly to the PoE NVR but cannot be 
powered on or the camera is dead, please check the troubleshooting steps below.

(1) Cover the camera lens to check if the IR lights of the camera turn red in dark.
(2) When connecting the camera to NVR, please check if the LEDs on the PoE port
are on.
(3) Please change another Ethernet cable and PoE port on NVR.
(4) If the camera still won’t power on, please reset the camera by pressing the reset
button on the camera.
(5) Use a 12V DC power adapter to power the camera instead.

. Cannot access the NVR remotely.
Please check the troubleshooting steps below for the issue that NVR cannot be 
accessed remotely.

Firstly, please ensure the NVR is accessible from the same network. Then check the 
listed steps below.

(1) Please ensure the NVR’s UID is enabled. You can check it on the NVR monitor,
go to System > Info page, here enable the option "Allow other Uniden software to
access current device via UID".
(2)Please add the NVR to Uniden App or Uniden Client software by its UID.
(3)Check Sync NTP to see if it’s successful. On the NVR monitor, go to Network >
Advanced, then click NTP Settings. Click Synchronize to sync the NVR data and
time to the NTP server immediately. If it’s unsuccessful, that means the NVR isn’t
connected to the internet.
(4)Check the router firewall settings. Ensure it has allowed the NVR to connect 
internet, and please make sure that the UDP port is enabled on your router.
(5)Ensure the phone or computer itself has internet access, and has allowed the
Uniden App or Uniden Client software to access internet.
(6)Please check there’s no firewall, proxy or VPN on the phone and computer that
might block the NVR to connect.
(7)Ensure the network connection has enough bandwidth to stream the video,
you can switch to fluent mode to help connect the live video.

Note, if the UID of your NVR starts with XCPTP, please contact Uniden Support to  
get help.
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. NVR has no display on the monitor screen.
When the NVR is connected to a monitor, but it has no display, please check the 
troubleshooting tips below.

Cause 1 .  The video output resolution of the NVR is not supported by the monitor. 
Solution:

Ensure the lowest resolution of the TV/monitor is no less than 720p, or it won't be
able to display any video from the NVR.
Power on the NVR to see whether the Uniden logo will be displayed on the
screen.
Try to log into the NVR locally on Uniden Client and change the output resolution
of the NVR and try again.

Cause  The system program is frozen when booting up.
Solution:
If the NVR was once working properly, power on the NVR to see if the Uniden logo 
will be displayed on the screen but then turn to black.
Contact the support team with your device model for a repair tool to fix the issue.

Cause  HDMI/VGA cable or the TV/monitor is defective.
Solution:

Check whether the cable is defective by using it to connect other devices to see if
it works.
If it doesn't work, please use another HDMI/VGA cable that is shorter than 15 m
and try again.
Try with another monitor.

Cause  HDMI/VGA port on the NVR is defective. 
Solution:

Ensure the cables and TV/monitor you used are working properly.
Try to log in to the NVR via Uniden App or Uniden Client on the same network to
see if it will work.

Cause 5 .  NVR cannot be powered 
on. Solution:

Ensure the power outlet is working. If not, please plug the NVR power adapter
into another outlet.
Check whether the LED on the DC power adapter is on.
Check the LEDs status on the front panel of the NVR.

If the problem still cannot be solved, please contact the support team with the test 
results.
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 Forget the password to login the NVR.
If you still have a phone or computer that can access the NVR, please directly 
restore the NVR via the software. After restoration, you can create a new password.

For Uniden App, go to NVR Settings > Advanced page, click Restore.
For Uniden Client, go to NVR Settings > System > Maintenance, click Restore.

If currently no device has access to the NVR, you can reset it via the monitor with
Super Password (for old UI) or security question (for new UI). Or directly press the
reset button within the NVR.

For using super password, please refer to: Use Super Password to Reset the
Admin Password on Uniden NVR.
For using security question, please click Forget Password on the monitor screen,
enter the answer for your security question to reset the NVR password.
For resetting the NVR, please open the box of the NVR. Keep the monitor screen
on the live video page, then press and hold the reset button for 5-10 seconds.

 NVR cannot detect the HDD.
For the issue of NVR cannot properly detect or recognize the HDD, please check 
the troubleshooting steps below.
Cause  The compatibility issue between HDD and NVR.
Solution:
If you added an HDD yourself, please check the size and type of the HDD. For the 
supported HDD size, please check it via the hardware version of the NVR. 
Please note, the HDD designed for PC can't work with the NVR.

  The firmware version of the NVR is outdated.
Solution:
Please check firmware version of the NVR on the Info page, and download the
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latest firmware from Download Center to upgrade it.
Cause  The connection of the HDD is lost.
Solution:
Unplug the HDD then re-plug it.

Cause  The format of the HDD is wrong.
Solution:
Please format/init the HDD on the NVR monitor to try again.

Cause  NVR software issue.
Solution:
Please restore the NVR to default.

Cause  Defective HDD.
Solution:
Change another HDD to test whether it's the problem of a bad HDD.

 NVR reboots itself automatically.
NVR reboots itself automatically may behave with any of the phenomena below: 

NVR reboots constantly.
NVR reboots randomly (for example 2-3 times per day).
Random gaps in the playback timeline. (All channels lost the recordings at the 

same time, and the gap is greater than 30s.)
A lot of "startup" on the NVR's log page.

Cause 1. UPS issue.
Solution:
If you use the UPS to power the NVR on, please plug the NVR directly to a wall 
socket and have it run one or two day(s) then check if the NVR reboots. If the NVR 
doesn't reboot, the issue should be on the UPS. Please make sure the UPS's 
wattage is higher than the NVR adapter's wattage. If the NVR still reboots, please 
refer to the following troubleshooting tips.

Cause 2 .  The HDD issue.
Solution:
Please unplug the HDD and have the NVR run one or two day(s), then check if the 
NVR reboots.

Cause 3. The NVR and the cameras are both being grounded.
Solution:
Please unplug all the cameras from the NVR and have the NVR run on its own for 
one or two day(s) and check if it still reboots. Please disable auto-reboot before you 
run the test.
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If the NVR doesn't reboot, the issue may be caused by both the NVR and the 
cameras being grounded. Then please unground either the NVR or the cameras to 
fix the issue.
Note: The NVR carries out the lightning protection and grounding treatment on its own and 
if users also ground the cameras, it will cause a certain potential difference. And when the 
potential difference is higher than 64V, it will trigger the NVR'S protection mechanism and 
the NVR will power off itself.

A: Unground the cameras to fix the issue
In this case, please do not ground the cameras additionally. Check if you connect 
the cameras to the ground wire of your house. If yes, please disconnect the 
cameras from the ground wire. And please do not install the cameras on the metal 
wall or ceiling etc. If you have to install the camera on a metal wall or ceiling in your 
situation, you may add an insulator between the camera and the wall/ceiling to 
have it ungrounded. Please refer to the picture below and install the
insulator.

B: Unground the NVR to fix the issue
Please unground the NVR and the monitor connected to the NVR.
Note: In this case, please don't put either the NVR or the monitor on the metal plate/shelf.

(1) You may cut off the grounded pin on the plug on both the NVR and the monitor
to have it ungrounded.
(2)You may use a 3 pin-to-2 pin converter on both the NVR and the monitor to have
it ungrounded. And you may use the converters below to have the NVR not
grounded. Please pay attention to the version of the converter and make sure to
order the correct version.
If you use converter 2, please do not have the third pin grounded.

Long screws fix
the wood on the
metal wall.

Short screws fix IPC
and wood. Please do
not touch the metal
plate.
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Cause  Insufficient power supply.
If the NVR doesn't reboot when fewer cameras are plugged, the issue may be 
caused by the two reasons below.
Reason 1: If you unplug one or two certain camera(s and the NVR won't reboot 
anymore, the issue is probably caused by the NVR and the cameras both being 
grounded. Please refer to Cause 3.
Reason 2: If you unplug one or two camera(s, the NVR won't reboot anymore. In 
this way, the issue is probably caused by the insufficient power supply. 

Note: A power adapter is included in each package of the NVR, but you can also purchase a 
third-party adapter. Be aware that the ratings of the power adapter of 16-channel Uniden 
PoE NVRs should be DC 48V 2.5A and 8-channel Uniden PoE NVRs should be DC 48V 2A.

8. NVR cannot be accessed by Uniden software locally.
For computer or phone that’s on the same network cannot access the NVR, please 
check the troubleshooting steps below.

  The NVR isn’t connected to a router.
Solution:
Please power on the NVR, and connect it to a router by the Ethernet cable.

  The NVR failed to obtain IP address information from a router.
Solution:
Please make sure the DHCP server on the router is enabled, so it can assign an IP 
to the NVR.
Go to NVR monitor, check Network > Network Status, here you can view the IP 
address, Default Gateway and DNS of the NVR. Ensure they all have numbers.

  The LAN port of the NVR is defective.
Solution:
Please check if there’s a status LED on the LAN port of the NVR.
Use another Ethernet cable to connect the NVR and router.

  The NVR and computer/phone are not on the same network.
Solution:
Please ensure you don’t have several subnet masks in the network, and connect 
the NVR and computer/phone to the same router directly.

9. NVR cannot be powered on anymore.
If the NVR itself cannot be powered on, please check the troubleshooting steps 
below.
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Cause  The power adapter issues.
Solution:
Check the status LED on the power adapter of the NVR. If the LED isn't on, please 
plug the power adapter into another socket as well as change another working 
power adapter (48V for a try. If the LED is on, please check the HDD issue below.

Cause  The HDD issues.
Solution:
Please unplug the HDD and check if the NVR will power on without HDD.

Cause  The voltage is not sufficient.
Solution:
Unplug all cameras. If the NVR power LED is on, please re-plug the camera in 
sequence to see how many cameras the NVR can provide power normally before 
the issue started.

10. Camera randomly disconnects from the NVR.
If you found that the cameras disconnect and show video loss/connection failed 
randomly on your NVR monitor, or the camera loses recordings randomly, here are 
some possible causes and solutions for your reference.

Cause 1  Poor connection between camera and NVR.
Solution:

(1) If you connect your camera to the NVR via the Ethernet cable directly, please
make sure that the length between them is less than 260 feet.
(2) Please change with another short cable and plug it into another PoE port. If
possible, please connect only one camera to the NVR to test whether the issue still
exists.
(3) Please lower the bitrate of the camera and check if the issue can be fixed.

If you connect the camera to the router by PoE switch/ injector and add your
camera to the NVR, the issue may cause by the poor network of the router.
(1) Please reboot the router and camera to try again.
(2) If you have connected several devices to the router, please only connect the
camera to the router to test the issue.
(3) Please also lower the bitrate of the camera and check if the issue can be fixed.
(4) Please connect the camera directly to the PoE port of the NVR to check
whether the issue still exists.

Cause 2 .  Software issue.
Solution:
Please check the firmware version of the camera and NVR, keep both of them 
updated.
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Cause 3. Incorrect power supply for the NVR. 
Solution:

(1) It might be the problem of the NVR’s power adapter. Please try again with a
different power outlet and power adapter.
Note: For the 8 channel PoE NVR the power adapter is 48V 1.87A. And for the 16 channel PoE
NVR, it’s 48V 2.5A.

(2) If you have a 12V DC adapter on hand, you may use the adapter to power the
camera and connect the camera directly to the router. Please check again whether
the camera displays video loss on your NVR.



Product 1 Year
Accessories 90 Days

 Damaged or not maintained in a reasonable manner or as       
recrecommended in the relevant Uniden Owner’s Manual;

 Modified, altered or used as part of any conversion kits,       
susubassemblies or any configurations not sold by Uniden Aust;

 Improperly installed contrary to instructions contained in the
relevant Owner’s Manual

 Repaired by someone other than an authorized Uniden Repair
Agent in relation to a defect or malfunction covered by this warranty; or

 Used in conjunction with any equipment, parts or a system not
manufactured by Uniden. 

Parts Covered: This warranty covers the Product and included  accessories. 

User-generated  Data:  This  warranty  does  not  cover  any  claimed  loss  of  or  
damage  to  user-generated  data  (including  but  without  limitation  phone  
numbers,  addresses  and  images)that  may  be  stored on your Product. 

App Cam 4K NVR Series
Important:  Satisfactory evidence of the original purchase is required for warranty 
service. Please refer to our Uniden website for any details or warranty  
durations offered in addition to those contained below.
Warrantor: The warrantor is Uniden Australia Pty Limited ABN 58 001 865 498  
(“Uniden Aust”).  Terms of Warranty: Uniden Aust warrants to the original retail  
purchaser only that the App Cam 4K NVR series (“the Product”), will  
be free from defects in materials and craftsmanship for the duration  
of the warranty period, subject to the limitations and exclusions set  out below. 

Warranty Period: This warranty to the original retail purchaser is only 
valid in the original country of purchase for a Product first purchased  
either in Australia or New Zealand and will expire, as indicated below,  
from the date of original retail sale. 

ONE-YEAR LIMITED WARRANTY
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Statement of Remedy: If the Product is found not to conform to this  
warranty as stated above, the Warrantor, at its discretion, will either  
repair the defect or replace the Product without any charge for parts  
or service. This warranty does not include any reimbursement or  
payment of any consequential damages claimed to arise from a  
Product’s failure to comply with the warranty. 

Our goods come with guarantees that cannot be excluded under  
the Australian Consumer Law. You are entitled to a replacement or  
refund for a major failure and for compensation for any other  
reasonably foreseeable loss or damage. You are also entitled to have 
the goods repaired or replaced if the goods fail to be of acceptable  
quality and the failure does not amount to a major failure. 

This warranty is in addition to and sits alongside your rights under  
either the COMPETITION AND CONSUMER ACT 2010 (Australia) or  
the CONSUMER GUARANTEES ACT (New Zealand) as the case may 
be, none of which can be excluded. 

Procedure for Obtaining Warranty Service: Depending on the  
country in which the Product was first purchased, if you believe that  
your Product does not conform with this warranty, you should deliver  
the Product, together with satisfactory evidence of your original  
purchase (such as a legible copy of the sales docket) to Uniden. Please 
refer to the Uniden website for  address details. 

You should contact Uniden regarding any  compensation that may  
be payable for your expenses incurred in making a warranty claim.  
Prior to delivery, we recommend that you make a backup copy of any 
phone numbers, images or other data stored on your Product, in  
case it is lost or damaged during warranty service. 

UNIDEN AUSTRALIA PTY LTD 
Phone number: 1300 366 895
Email address: custservice@uniden.com.au 
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